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Main user interface 
The main window of Network asset manager uses a split view. On the left side of the main window 

all the machines that are discovered and marked for asset tracking are listed. The details like IP 

address, last connection status and last connection status message.    

 

 

 Computer cannot be monitored.  

 Computer is on-line and ready for monitoring. 
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Getting Started 

Credentials 

Specify Credentials 

 

Network Asset Manager needs the administrative credentials to collect the data from the monitored 

machine via WMI. 

User needs to provide the appropriate credentials that are required for monitoring.  

 

To add a credential   

 Click on Menu machine Credentials configuration  
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 To add a new credential click on new Fill in the credentials and click save. 
 To modify the credentials select the credential that needs to be modified make the 

necessary changes and click save 
 To delete a credential select the credential and click delete. 

 
At the time of discovery, these credentials are used to retrieve WMI data from the monitored 
machine.  
 
To learn more about Discovery process please refer the discovery section.  
 

Credentials mapping 

For a already discovered machines the credential mapping can be changed using the credential mapping 

functionality.  
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To add computers on your network perform the following steps:  

 Click on Menu machine Credential mapping 
 

 
 

 All the machines and their current credentials are listed.  

 To change the credentials select new credential from the combo box.  

 To commit the changes click on Commit.   
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Machine Discovery  

User needs to add computers to the monitoring list.  

Network Asset Manager provides four ways to add machines to the management system:  

 Add computers by domain  
 Add computers by range of IP addresses.  
 Add computers using csv files. 
 Add computers one by one 

 
When a particular machine is added to the system, the credentials entered are automatically 
mapped to the machine. This simplifies the credential mapping mechanism and machines 
enables one click machine addition.  

 

Add by domain 

Network Asset Manager enables user to scan all available computers on your network and 
add them to the system for monitoring.  

To add computers on your network perform the following steps:  

 Click on Menu machine Add computers by domain  
 

 
 In the form select the domain.  
 To add machines from all available domains select “All Machines” 
 Click on Ok 

 

Add by IP/Hostname address 

A single machine can be added for tracking using the IP/Hostname interface.  
 
To add computer following are the steps   
 

 Specify the hostname or IP address of the machine that needs to be added for 
tracking.  

 Click on Ok.  
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 The machine will be discovered and added to the system for tracking. 
 

 

Add computers by range of IP addresses 

Not yet implemented 

Add computers from CSV file 

Not yet implemented 

Delete a computer from system 

To remove a machine from tracking following are the steps   
 

 Check the checkbox in the monitored machine list  
 In the machine menu click on Delete computer 
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Tracking 

Data collection 

To collect data from a machine 

 Check the checkbox to mark the machine.  
 Right click  Scan. 
 The machine is scanned and data is displayed on the right side tree view.  

 
The progress of the data collection process is displayed in the status bar at the bottom of the 
main window.  
 

 
 

Viewing collected data 

To view the collected information for a machine 

 Select the machine from the machine list.  
 Select the scan instance from the drop down list (scan instances are with the scan 

initiated date and time) 
 

System tab 

The collected hardware information is listed as a tree structure. The tree structure can be expanded 

to show the details of a particular hardware. To expand the complete tree check the expand list 

automatically check box.  
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Software tab 

All the software on the monitored machine are listed with the version and installed date details.  
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Processes tab 

All the processes running at the time of scan are listed with the other process 

details.
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Services tab 

All the services installed on the machine are listed with other service details.  
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IPRoutes tab 

All the IP routes configured for the machines are listed with the details 
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Environment variable tab 

All the environment variables registered on the monitored machines are listed with the details. 
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Usergroups tab 

All the user and there groups are listed with the details.  
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Reports 

Network asset management system supports generating reports of the discovered system.  
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Report generation 
To generate a reports 

 Click on the report menu item  System report 
 

 
 

 Select the report parameters 

 
 

 The machines marked for monitoring and the associated entities are displayed. Select 
the machines and the entities that are to be included in the report. 

 Click Ok to generate the report. 
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Saving reports 

The generated reports can be saved in multiple formats.  
 

HTML reports 
To save the generated report as html  

 Click fileSave ashtml 
 Specify the location where report needs to be saved.  
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System requirements 

Monitoring Platform:  

 Windows 7 
 Windows Vista  
 Windows 2003  
 Windows XP  
 Windows 2000  
 Windows NT  
 Windows Me  
 Windows 98/95 

(http://www.microsoft.com/downloads/details.aspx?familyid=98a4c5ba-337b-4e92-
8c18-a63847760ea5&displaylang=en)  

 

Software requirements 

 Dot Framework 3.5 or above 


